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I.  Introduction

Congress passed both the Foreign Corrupt Practices Act (“FCPA” or “the Act”) and Sarbanes-Oxley Act (“SOX”) in reaction to national corruption and bribery scandals.
  The reputation and integrity of American companies were under attack as these scandals unraveled and made international news.  Allegations of fraud, bribery and illegal practices plagued corporate America.  Congress needed legislation to address these problems to ensure its own country, as well as the international community, that the legislature would not tolerate corrupt business practices.  The FCPA was enacted to decrease corruption and bribery and to improve the accuracy of accounting and record-keeping of companies, and the SOX was enacted for very similar purposes, yet twenty five years later.  The FCPA requires companies to report their financial information in accordance with its provisions, while the SOX requires the Chief Executive Officers and Chief Financial Officers of public companies to guarantee that their financial reports are accurate.
  During the first twenty five years after the FCPA was enacted, the Department of Justice (“DOJ”) and Securities and Exchange Commission (“SEC”) did not conduct many investigations into companies that had potentially violated the Act’s provisions.  However, in the aftermath of the Enron
 and WorldCom
 scandals, which lead to the enactment of the SOX in 2002 and subsequent increased international awareness of the problems of bribery and financial fraud, there has been a significant increase in FCPA enforcement.
 
The recent increase of FCPA investigations and prosecutions over the past several years has raised one main question regarding the DOJ & SEC’s sudden increased enforcement – why enforce the FCPA now?  Although the goals of the Act were to combat bribery and to ensure that companies maintained proper books and records, the DOJ and SEC’s years of “relaxed” enforcement did little to contribute towards achieving these goals.  Further, despite the DOJ’s goal of “enforcing the FCPA to root out global corruption and preserve the integrity of the world’s market,”
 American companies have continued to engage in bribery and financial fraud and misconduct.  The problems that the enactment of the FCPA sought to eliminate have continued to occur, as evidenced by the Enron and WorldCom scandals in the early 2000s.  These scandals served as a reminder to the legislature that the problems they sought to fix by enacting the FCPA were still extremely prevalent in corporate America. 
This note argues that the recent surge of FCPA enforcement is in part a result of the enactment of the SOX.  Congress enacted the SOX to address the problems of bribery and financial fraud again, by making the penalties more severe and imposing responsibility on company’s executives to certify the accuracy of their accounts and records.   The financial scandals and frauds that plagued corporate America in the early 2000s and the heightened awareness of the importance of maintaining accurate books and records have developed since the SOX was enacted.  Part II of this note examines the reasons surrounding the enactment of the FCPA and its two provisions while Part III discusses penalties that are imposed on corporations for violating the Act.  Part IV analyzes recent enforcement trends and Part V explores the theory that the SOX and increased international awareness of the importance of ending corruption and maintaining accurate financials have served as incentives to increase enforcement of the FPCA.  Part VI is the conclusion, outlining steps that companies can take to ensure compliance with the FCPA.

II. Foreign Corrupt Practices Act

The FCPA was enacted in 1977 to bolster the integrity and reputation of American companies both nationally and abroad after the negative publicity that accompanied the Watergate scandal.   The Senate Committee on Banking, Housing and Urban Affairs (“The Committee”) held hearings to discuss improper payments and bribes that had been made by American companies to foreign government officials and to determine what could be done to prevent these situations from continuing to occur in the future.
   In 1976, the SEC presented a Report on Questionable and Illegal Corporate Payments and Practices (“The Report”) to the Committee, which discussed investigations by the SEC that had discovered questionable or illegal payments made by several hundred companies to foreign government officials, politicians and political parties that “represented a serious breach in the operation of the Commission's system of corporate disclosure.”  The corresponding House Report noted that over 400 companies had reported paying over $300 million in corporate funds to foreign government officials, politicians and political parties.
  It also commented that the payment of bribery “is counter to the moral expectations and values of the American public.  But not only is it unethical, it is bad business as well.”
  Congress enacted the FCPA to address these unethical and “bad” business practices as an amendment to the Securities Exchange Act of 1934.  

The Act has two main parts: (1) the prohibition against the bribery of foreign officials, and (2) the requirements for accounting and record-keeping provisions. For any FCPA investigation, it is necessary to consider whether the anti-bribery provisions or the accounting and record-keeping provisions, or both, have been violated.  Each provision must be considered separately, noting that often a violation of one provision leads to the violation of the other (i.e., if a company is bribing a foreign official, they are more likely to conceal the payment on their accounts, as opposed to recording such payment as bribe).
Anti-bribery prohibitions

Under the anti-bribery provisions of the Act, for-profit companies are prohibited from making payments with a corrupt intent to foreign officials
 for the purpose of either obtaining or retaining business for or with the company, or directing business to the company.
  This includes corrupt payments related to the execution or performance of a contract, the continuance of existing business arrangements, or the development of preferred status or more favorable treatment.
 The anti-bribery provisions also include three distinct, but essentially similar, provisions that apply to foreign officials, as well as foreign political parties or officials thereof, and candidates for foreign political office. 
  The FCPA also prohibits corrupt payments through intermediaries.
  For example, it is unlawful to make a payment to a third party while knowing that all (or a part of) the payment will go directly or indirectly to a foreign official.  Importantly, the term “knowing” includes conscious disregard and deliberate ignorance.  The FCPA does not require that the corrupt act be successful, but rather the mere offer or promise of a bribe violates the Act.   

An important exception to the anti-bribery provisions allows companies to make facilitating payments to foreign officials in order “to expedite or secure the performance of a routine governmental action” by that individual.
 Facilitating payments are often related to the performance of a nondiscretionary act that an official is already obligated to perform.  They are typically payments related to issues that are automatic or involve only a matter of time.
  Although this exception is lawful under the FCPA, it is necessary for companies to exercise extreme caution in trying to determine whether or not the DOJ or SEC would consider the payment to be facilitating.  Companies must also be aware of the potential risk of falling down a “slippery slope” where facilitating payments can aggregate and eventually lead to the issuance of improper payments.  Further, while these payments are acceptable under the anti-bribery provisions of the FCPA, if they are not properly recorded, problems may still arise under the accounting and record-keeping provisions of the Act.  Another potential problem will arise if American companies issue a facilitating payment to an individual in a foreign country, which prohibits the use of such payments.  In these countries, an individual who accepts facilitating payments may face criminal liability under his country’s legal system, although the company that made the payment would not face liability under the FCPA.
  
Accounting and record-keeping prohibitions

The FCPA’s accounting and record-keeping provisions, along with the anti-bribery provisions, were added to the Securities and Exchange Act of 1934 in 1977.
  One of the principles behind the enactment of the FCPA was the idea “that accurate recordkeeping is an essential ingredient in promoting management responsibility.”
  Under these provisions, companies must devise and maintain internal controls and procedures that sufficiently monitor their accounts and records in reasonable detail so that such accounts and records accurately reflect their financial transactions.  These provisions prohibit companies from concealing bribes and from engaging in fraudulent accounting and reporting.  In essence, they give “the SEC authority over the entire financial management and reporting requirements of publicly held United States corporations.”
  The accounting provisions of the FCPA require every issuer of securities (i.e., businesses registered with the SEC under section 12 or required to file reports under section 15(d) of the Securities and Exchange Act of 1934) to make and maintain accurate books, records and accounts, while also developing a system of internal accounting controls.

In order to ensure that the books, records and accounts are kept with “reasonable detail,” such records must be kept in “such level of detail and degree of assurance as would satisfy prudent officials in the conduct of their own affairs.”
  The accounting and record-keeping provisions apply to all payments made by issuers of securities, not just payments that would be considered material in the traditional financial sense.  While requiring every payment to be recorded is a departure from other U.S. securities laws, relatively small amounts of money, if not properly recorded, can easily aggregate and lead to violations of the FCPA.
   
III.  Penalties for FCPA Violations


The DOJ and SEC are jointly responsible for enforcement of the Act, which has a five-year statute of limitations on all criminal and civil claims.
  

Criminal Sanctions

The DOJ is responsible for investigating and prosecuting all criminal charges under the Act.
  Companies can face up to $2 million in criminal sanctions for violating the anti-bribery provisions.
  Criminal violations of the accounting and record-keeping provisions can lead to fines of up to $25 million.
  The DOJ often considers the U.S. Federal Sentencing Guidelines (“The Guidelines”) for determining the exact monetary amount of each fine.
  The Guidelines take into account any history of prior violations, the monetary gain obtained by the company and any steps taken by the offender to prevent violations.
  The court may warrant an upward departure (i.e., imposition of a sentence harsher than the Guidelines propose), if  “the organization, in connection with the offense, bribed or unlawfully gave a gratuity to a public official, or attempted or conspired to bribe or unlawfully give gratuity to a public official.”
  Parent companies may be liable and face criminal sanctions if found responsible for authorizing, directing or controlling the questionable acts of foreign subsidiaries or intermediaries.
  While officers, directors, stockholders, employees and agents of the company may also face criminal sanctions for violating the Act, companies may not pay for any fines that are imposed on individuals.
  
Civil Sanctions

The SEC is the enforcement authority for civil sanctions under the FCPA.  While the DOJ may pursue civil enforcement as well, their focus has been almost entirely on criminal violations.
  There is no knowledge requirement for a civil enforcement action for violating the accounting and record-keeping provisions and the preponderance of evidence must be “beyond a reasonable doubt.”  Companies can face up to $10 thousand in civil sanctions for violating the Act.
  Similar to criminal sanctions, while officers, directors, stockholders, employees and agents of the company may also face civil sanctions for violating the Act, companies may not pay for any fines that are imposed on individuals.
  
Other Penalties


In addition to criminal and civil sanctions, companies may face other penalties as a result of violating provisions of the FCPA.  Under the Guidelines, the court may order probation for up to five years if the company has more than fifty employees and the company does not have an effective compliance and ethics program, or if the company had engaged in similar misconduct within five years prior.
  Companies may also receive sanctions for violating the Organization of Economic Cooperation and Development Convention on Combating Bribery of Foreign Public Officials in International Business Transactions (“OECD Convention” or “the Convention”),
 as it provides that “ the bribery of a foreign public official shall be punishable by effective, proportionate and dissuasive criminal penalties.”
  Violations under the OECD Convention do not have a designated statute of limitations period, but rather the statute “shall allow an adequate period of time for investigation and prosecution.”
  Under federal criminal laws (other than the FCPA), the court is authorized to impose an even higher penalty if any pecuniary gain was derived from the offense – the fine imposed may be the greater of either twice the gross gain or twice the gross loss that the company received.
  In addition, the court may also impose additional non-FCPA civil fines that do “not exceed the greater of (i) the gross amount of the pecuniary gain to the defendant as a result of the violation, or (ii) a specified dollar limitation,” which the court determines by the severity of the FCPA violation.
  

Companies who violate the FCPA may be barred from doing business with the federal government and indictment alone may automatically lead to suspension of this right.  Further, companies may be ineligible to receive export licenses.
  Bribery payments made to foreign officials may not be deducted under American tax laws as business expenses.
  The Commodities Future Trading Commission and the Overseas Private Investment Corporation (“OPIC”) may suspend or debar a company’s membership in its respective agency programs for a FCPA violation.  OPIC will not support a project if one of the parties has “engaged in corrupt, fraudulent or unethical activities.”
  

IV.  FCPA Enforcement Trends
Historically for the majority of the FCPA’s enactment, the DOJ and SEC have been rather lax in enforcing the Act.
  However, in recent years, the SEC and DOJ have become increasingly aggressive in investigating potential FCPA investigations.
  In one of the first FCPA cases to be litigated to trial, the court notes that the SEC “apparently intends to rely heavily on the Act to address management misfeasance, misuse of corporate assets and other conduct reflecting adversely on management’s integrity.”
  Although the SEC did not actually rely “heavily” on the Act to address these issues until recently, statistics document the increased enforcement trends that occurred in the early 2000s.  In 2004, there were new investigations reported involving 22 companies; followed by investigations of 13 companies in 2005; investigations of 26 companies in 2006 and investigations of 29 companies in 2007.
  

In addition to the growth of investigations, there has also been a large increase in the overall number of prosecutions for companies that have violated the FCPA .  Between 2003 and 2007, the average number of new DOJ prosecutions was three times more than the average number in the preceding five years.
  Between 1990 and 1995, the SEC did not bring any proceedings for FCPA violations but from 2001 to 2006, the SEC averaged 4 proceedings annually and in 2007, the SEC brought 16 new proceedings.
  The SEC is bringing more cases under the accounting and record-keeping provisions in situations where the anti-bribery provisions of the FCPA have not been violated. 
The increased number of investigations and proceedings has also led to the imposition of larger penalties on companies who violate the FCPA.
   The “record” of the highest ever FCPA penalty is continually being topped each subsequent year.  In 2006, Schnitzer Steel Industries, Inc. paid $7.7 million in disgorgement
 while its Korean subsidiaries paid a DOJ fine of $7.5 million for allegedly giving cash payments and other gifts to Chinese officials working at government-owned steel mills.
  The following year, in April 2007, Baker Hughes paid a $44 million fine, representing a criminal fine of $11 million and a disgorgement of $33 million, which at the time was the largest FCPA penalty ever assessed.  Baker Hughes allegedly paid $5.2 million to foreign agents to bribe officials of state-owned companies in Kazakhstan to direct business towards the company, which included an oil services contract that generated more than $219 million in gross revenues for the company between 2001 and 2006. 
  The complaint also alleged that the company violated its books and records with regard to its business in Nigeria, Angola, Indonesia, Russia, Uzbekistan and Kazakhstan by failing to implement internal controls to monitor whether these payments were made for legitimate services.

The standing largest FCPA fine occurred in December 2008, when Siemens AG paid $350 million in disgorgement fees and a $450 million criminal fine to the DOJ.  These amounts are in addition to a $569 million fine to the Office of the Prosecutor General in Munich, Germany.
  The SEC entered a settlement agreement with Siemens AG on the basis of SEC charges that the company had paid bribes on numerous transactions, including the construction of metropolitan transit lines in Venezuela, power plants in Israel, and refineries in Mexico.
 The company also allegedly obtained business in Bangladesh, Argentina, Vietnam, China and Russia by bribery.  Furthermore, the SEC complaint contends that Siemens paid kickbacks to Iraqi officials for sales under the United Nation Oil for Food Program.  Siemens earned more than $1.1 billion in profits as a result of these bribes and other transactions.
  This is the largest FCPA penalty to date and Cheryl J. Scarboro, an Associate Director in the SEC’s Division of Enforcement notes:

The day is past when multi-national corporations could regard illicit payments to foreign officials as simply another cost of doing business.  The $1.6 billion in combined sanctions that Siemens will pay in the U.S. and Germany should make clear that these corrupt business practices will be rooted out wherever they take place, and the sanctions for them will be severe.

Increased enforcement numbers and continually increasing fines are certainly sending a message to American companies that the DOJ and SEC are serious when it comes to enforcing the FCPA.  Despite years of relaxed enforcement, FCPA investigations and fines are higher than ever and companies must comply with the FCPA or else risk being the next victim of an FCPA investigation that will result in topping the Siemens’ highest fine.
V.  Why the Sudden FCPA Enforcement Surge?

Despite Congress’s intention of combating bribery by enacting the FCPA, bribery still continued to thrive for the majority of the Act’s existence
 and investigations and prosecutions have been rare.   However, in recent years, since the enactment of the Sarbanes-Oxley Act following the Enron and WorldCom scandals,
 FCPA enforcement trends have changed as numerous companies, particularly health care companies
 have been investigated by the SEC and DOJ for potential FCPA violations.
  It seems as though the FCPA has now “come of age,”
 as demonstrated by the aggressive enforcement of recent years.  

The SOX has served as a reminder the fraud continues and the enactment of this new legislation has served as a stimulus towards increasing FCPA enforcement

The purpose of the SOX’s enactment was “to protect investors by improving the accuracy and reliability of corporate disclosures made pursuant to the securities laws.”
  The 11 titles of the SOX establish financial accountings standards for U.S. public company boards, management and public accounting firms.  When signing it into law, President George W. Bush commented that it was “the most far-reaching reforms of American business practices since the time of Franklin Delano Roosevelt.”
  Bush also noted that the enactment of the SOX should lead towards the end of corporate fraud and that the individuals or companies responsible for corrupt actions will be punished accordingly.
  In making these comments, one has to wonder if Bush forgot that the FCPA was enacted since Roosevelt’s 1933 – 1945 presidential term, or if he simply felt that the FCPA did not have the same affect of being a “far-reaching reform” that seriously impacted the way that American companies conducted business in the same way he thought the SOX would change corporate America.  Regardless of his intentions, despite the reforms that the FCPA sought to impose, the FCPA had been extremely under-enforced and bribery and fraud were still rampant when the SOX came into law.  

While Congress enacted new legislation to help end corporate fraud, the goals of the of the old legislation in the accounting provisions of the FCPA and the new legislation in Section 404
 of the SOX are rather similar: both seek to improve the accuracy of financial reporting while providing assurance for investors that the companies in which they are investing are operating with integrity and honesty.
  The FCPA places responsibility on the companies in general to maintain proper internal controls while the SOX places responsibility on the companies’ officers to maintain the internal controls.
   Despite this shift in responsibility, the DOJ and SEC are repeatedly turning more and more towards the FCPA to help not only combat bribery of international foreign officials, but also to help monitor companies’ accounting and record keeping measures.
  By conducting FCPA investigations, they are able to examine a company’s accounts and records and detect fraud by discovering inconsistencies in the financial records, which may be the result of concealed bribery payments.
 
While the SOX modifies governance, reporting and disclosure rules for public companies, increases criminal and civil penalties for securities fraud and requires internal control certification by Chief Executive Officers and Chief Finance Officers, “all changes made by the [SOX] had been discussed among corporate governance and accounting devotees for years.”
  Sections of the SOX regarding the maintenance of proper books and records mirror the provisions of the FCPA, which had already existed for twenty-five years before the SOX was enacted.  It is almost as if the SOX reminded the DOJ and SEC to “rev up” the enforcement of the FCPA, because the problems it sought to eliminate were not only still in existence, but they were also so prevalent that Congress chose to enact new, harsher legislation to help remedy the situation.  One scholar comments that the changes imposed by the SOX are “more likely to have psychological than substantive effects.”
  One of these “psychological effects” seems to have been a heightened attentiveness to the accounting and record-keeping provisions, which also has triggered attention to similar provisions under the FCPA.
The SOX has been implemented to monitor the financial reporting of businesses in an era where the majority of affairs are conducted electronically and records are no longer kept with pen and paper.  In 2003, a year after the SOX was enacted, it was estimated that 93% of business records were in digital form.
  This shift in technology has perhaps made it even easier for companies to falsify their records,
 so much so that companies were able to engage in massive accounting frauds without being detected.  The financial scandals of the early 2000s have shown that it is not enough to rely on the integrity of a company or the words of its auditors or even its attorneys.
  Instead, another mechanism must be used to ensure proper corporate governance and accurate financial reporting and recently, that mechanism has been the FCPA.  These financial fraud and accounting scandals have plagued numerous corporations, but “there is a real risk of the potential for over-regulation in the post-Enron era,”
 to prove to these corporations now that the DOJ and SEC appear determined to put an end to such scandals.  Arguably, the heightened enforcement of the FCPA in the post-Enron era is not necessarily “over-regulation,” but instead “appropriate” regulation that failed to occur in the years aft the Act was enacted.  The scandals before the enactment of the SOX demonstrate that the need to combat bribery and end financial fraud still exists in corporate America and the FCPA should be used as a tool to help achieve these goals.  
The SOX has led to increased voluntarily disclosure of FCPA violations

The SOX requires that CEOs and CFOs take numerous steps to be more aware of their companies’ financial statements and internal controls.
  If they subsequently learn of or discover problems that violate the FCPA in the course of fulfilling their duties under the SOX, they cannot make the required certification without exposing themselves to personal liability under the SOX. As companies and its executives are taking the necessary efforts to comply with the SOX’s internal control rules, they are discovering, and many are subsequently also reporting, violations of the FCPA’s accounting and record-keeping provisions.  CEOs and CFOs would rather engage in a seemingly “quieter” FCPA self-disclosure to government entities, instead of risking their personal reputation and the reputation of their company by engaging in litigation to dispute the charges when their crimes are discovered and exposed by the government, either under the FCPA or the SOX.  Further, companies have great incentive to resolve these violations quickly, without the “flurry of unwanted media attention and the corresponding depreciation in stock value that accompanies a bribery scandal.”
  The increased enforcement trends have encouraged more companies to voluntarily disclose potential FCPA violations to the DOJ and/or SEC.  

By cooperating with SEC and DOJ authorities and their investigations, companies are more likely to be able to enter non-prosecution agreements or deferred prosecutions with the government.
   From 2004 to 2008, the DOJ entered into an increased number of non-prosecution or deferred prosecution agreements with companies.
  Many times, these agreements were the result of voluntary disclosure and a company’s proof of continuing FCPA compliance.
  As a result of the favorable terms that come with non-prosecution and deferred prosecution agreements, numerous companies have been admitting to possible violations of the FCPA in hopes of being able to enter such agreements.
  One recent article notes that 44 of the 68 FCPA investigations started between 2005 and 2007 were the result of voluntary disclosures by the company to the SEC or DOJ.
 

The enactment of the SOX has served as a stimulus for corporate officials to realize that the government is serious about combating bribery and ensuring that corporations are engaging in accurate accounting methods.
  Although executives (as well as the corporations they work for) can still face penalties under the SOX, it seems as though they would rather face an FCPA investigation on their own terms, instead of waiting for their bad acts to be discovered by the SEC or DOJ.  Further, they may face harsher and increased monetary penalties for violating the accounting and record-keeping provisions under the SOX.
 Companies hope that by timely reporting of potential FCPA violations, the DOJ and SEC will be kinder when imposing penalties and sanctions.  As such, they are more likely to expose their FCPA violations and hope that they can “get a break” from the government after the DOJ or SEC conducts their investigation.
 A company that voluntarily discloses a potential violation and continues to cooperate through the investigation is more likely to receive favorable treatment when the investigation is completed and penalties are imposed.
  A significant number of cases brought by the DOJ are resolved through plea agreements and very few cases go to trial.  Through self-disclosure, companies are more likely be to join the majority of violators who plea agreements instead of the minority of violators who are brought to trial.

Foreign companies doing business in the United States are now more likely to be held accountable under the FCPA


FCPA enforcement numbers continue to increase and recent investigations send a clear message that in addition to facing liability for committing a prohibited act while doing business in the United States,
 if a foreign company trades in the United States or benefits from American capital markets, that company may also be held accountable to the FCPA provisions.  As such, these companies will likely face penalties if they do not comply with the anti-bribery or accounting and record-keeping provisions.   For example, In December 2007, Akzo Nobel N.V., a Netherlands-based pharmaceutical company that manufacturers human and animal health care products, was brought under FCPA investigation because two of the company’s subsidiaries authorized and made approximately $280 thousand of improper payments to the Iraqi government.
  The SEC complaint alleges that despite the company’s foreign place of incorporation and headquarters, the European company was still subject to FCPA liability because its American Depository Receipts were traded on the American National Association of Securities Dealers Automated Quotation (“NASDAQ”) at a time when the alleged misconduct occurred in Iraq.


FCPA enforcement has also increased as a result of working with other countries to combat bribery.  Although the coordination that exists between various governments and agencies is “not fully apparent,” in recent years, investigation by one government has been leading to investigation by another government.
  For example, investigation by the Norwegian government into the corrupt activities conducted by Statoil in 2002 and 2003 eventually led to a 2006 SEC and DOJ FCPA investigation into the company.
 The Statoil investigation also represents the first time the DOJ took criminal enforcement actions against a foreign issuer for violating the FCPA.


International interest in corporate governance has changed since the SOX
Compliance with FCPA originally put American companies at a significant disadvantage compared to their foreign counterparts, as most were able to pay bribes in the course of conducting business without facing penalties and/or were able to deduct bribes as business expenses on their taxes.
  In 1997, the U.S. and thirty-three countries
 signed the OECD Convention, the purpose of which was to ensure that international companies were taking measures to eliminate the bribery of foreign officials and that countries were imposing sanctions for such behavior.
  The OECD Convention recognizes that bribery is “a widespread phenomenon in international business transactions” and that all countries should be responsible for combating bribery.
  Countries that had signed on to the Convention supposedly began conducting business in accordance with the anti-bribery and accounting and record-keeping regulations and requirements.  This international change in business practices should have allowed American companies to follow the FCPA and still remain competitive with their foreign competitors who were following similar provisions.
  However, despite the enactment of the OECD Convention, corruption continued to exist in particular regions of the world
 and in numerous industries.
  Eighteen of the thirty-three signatory countries have not prosecuted any individuals or corporations for corruption.
  In 2006 and 2007, the United States brought more prosecutions than all of the other thirty-three countries combined.
  

Since the enactment of the OECD, there has been an increased interest in combating corruption in the past decade, as demonstrated by the enactment of other numerous regional conventions: Inter-American Convention Against Corruption,
 the Criminal Law Convention on Corruption,
 the Civil Law Convention on Corruption,
 the African Union Convention on Preventing Corruption
 and the UN Convention Against Corruption.
  In addition, the World Bank and the International Monetary Fund have instituted policies that allow investigations into companies and governments that have committed corrupt acts.
  These conventions and policies show a heightened international commitment to fighting bribery.  The latter three conventions  (Civil Law Convention on Corruption, African Union Convention on Preventing Corruption, UN Convention Against Corruption) were all adopted after the SOX, whose provisions helped spark a renewed international interest in adopting more stringent accounting provisions.  

Also since the SOX’s enactment in the United States, the United Kingdom and the European Union have passed new corporate governance legislation, which are consistent with the U.S. regulations by placing greater responsibilities on companies.
  The United Kingdom’s Companies (Audit, Investigation and Community Enterprise) Act of 2004 helps to eliminate the close relationship between corporations and auditing firms,
 which was one of the problems that led to the Enron scandal in the United States.
  The Act allows auditors to obtain complete access to all information pertaining to a company’s accounts, as well as giving them the ability to force corporate executives to provide them with any information they need to properly perform their auditing duties.
  Each corporate director must state in his director’s report that, “so far as he is aware, there is no relevant audit information of which the company’s auditors are unaware” and he must certify that he has taken all necessary measures to ensure his awareness of all relevant audit information pertaining to the company.
  The European Union Council Directive 2006/43 (“the Directive”) requires that auditors operate independently from their employers.
  It is the responsibility of the European Union Member States to prohibit auditors from auditing companies with which the auditor has “any direct or indirect financial, business, employment or other relationship.”
  The adoption of these measures shows that the European Union is placing greater accountability on companies to ensure that their financial audit reports are accurate.  The SOX is increasing the responsibilities placed on companies by the FCPA, which in turn is increasing the regulation of corporate activities, and the international community is starting to follow a similar trend.

This of course is not to say that the enactment of international anti-corruption laws and accounting regulations are necessarily being enforced to their full extent, similar to the FCPA when it was first enacted.  Rather these are small steps, in the right direction, towards ending corruption in the international community.  As gradually more countries are recognizing that bribery and financial fraud are problems, it is likely that they will impose their regulations more aggressively.  While it has taken a longer period of time for the international community to react, enact and enforce regulations that mirror the requirements of the FCPA and SOX, it appears as though the international community is starting to recognize the problems of corruption and anti-bribery that the U.S. initially discovered in 1977.  The global adoption of some of the provisions of the SOX
 indicate that requiring American companies to follow accounting standards under the FCPA is no longer putting these companies at a disadvantage when competing for business with international companies. Because the international community has taken numerous efforts towards combating bribery and regulating accounting requirements, American companies are able to compete more successfully for international contracts, while still following the anti-bribery and accounting and record-keeping provisions of the FCPA.   

With international countries slowly beginning to enforce their anti-corruption laws, it is no longer as much of a necessity for American companies to pay bribes in order to remain competitive.
 In the past, American companies were losing overseas contracts because of inability to pay bribes to secure business.  Now, in an almost complete reversal of situations, companies that have violated the FCPA may be excluded from even being considered for international transactions in the future.  International non-profit organization Transparency International
 performs assessments and opinion surveys on the perceived levels of corruption in over 150 countries and is currently encouraging the European Union to adopt a blacklisting policy for companies found to offer bribes. 
  This would mean that if a company were to be discovered offering bribes for the purpose of retaining or obtaining business or found guilty of violating an anti-bribery law, that company would be “blacklisted” from engaging in other business relationships with companies that operate in the European Union.  This would have serious implications on American companies who are found guilty of violating the FCPA who conduct business overseas.
Both former President Ronald Reagan and former President George H. W. Bush followed a “laissez-faire, pro business policy” regarding FCPA enforcement during its initial years of enforcement so that American companies could successfully compete in the international business arena.
 However, that policy is no longer as necessary today because the international community is working towards combating the problems that the FCPA intended to address.   The FCPA is becoming part of a broader international community that is working to combat bribery and to ensure that companies are maintaining accurate accounts and records that reflect their company’s financials. In addressing the American Bar Association at the National Institute on the Foreign Corrupt Practices Act, Assistant Attorney General for the Department of Justice commented: 

 Let me be clear about one point. We are not combating corruption and enforcing the FCPA just because it is good for the Justice Department.  We are doing so because it is good for U.S. business.  For those of you who are employed by or represent U.S. companies that want to play by the rules, the Justice Department’s FCPA enforcement efforts benefit you and your clients.  By enforcing the FCPA . . . we are making sure that your competitors do not gain an unfair advantage when competing for business.

As American companies and their international counterparts are now operating on a more level playing field, it seems as though DOJ and SEC no longer feel as guilty for enforcing the FCPA, against American companies or foreign companies, because the necessity to pay bribes to foreign officials does not exist as predominantly as it has in the past.
VI.  Conclusion 


Given the trend of increased FCPA enforcement, it is imperative that companies take proactive steps to ensure that they do not violate the FCPA.  In certifying that its financial accounts and records abide by the provisions of the SOX, CEOs and CFOs should also be evaluating their respective companies’ efforts towards following the FCPA provisions as well.  In general, companies benefit from a broad knowledge and understanding of the FCPA, along with good judgment and appreciation for the factors that trigger potential violations.  Companies can take two main protective steps to identify and eliminate business practices that may violate the FCPA: enact compliance programs and create written agreements.  While adherence to these steps is not required under the Act, following them will help ensure that a company is properly complying with the FCPA. 
   

The enactment of an effective compliance program that is actively implemented and enforced helps companies deter and detect potential violations of the FCPA.  The DOJ has numerous components that it considers necessary for a successful compliance program.
  If a company is able to demonstrate that it has made all reasonable efforts in terms of implementing and enforcing a compliance program in accordance with the DOJ’s guidelines, it will be difficult to prove that the company was deliberately acting with corrupt and unethical intentions of violating the Act.
  A company should also conduct due diligence to demonstrate that it has taken all reasonable efforts to abide by the FCPA.  All aspects of the due diligence process should carefully be documented to serve as evidence that the company did not have the requisite knowledge of any corrupt intent.
  For example, it is important to document that the reasons potential business relationships are created or terminated are based upon reliable factors (e.g., an individual’s expertise or incompetence) and not upon bribery.
  Companies should recognize numerous “red flags” that require special consideration before entering a business agreement with another party.
  Red flags will vary upon the particular situation and are not necessarily indicative of prohibited conduct; however, a company should be aware of their potential cause for concern and should act accordingly.  

Companies should create written agreements for international business relationships in order to help minimize the risk of prohibited conduct.
  Agreements should educate third parties about the prohibitions against bribery and their affirmative duty to maintain accurate accounts and records.  The DOJ particularly encourages companies to implement agreements that include provisions that deter prohibited conduct and outline specific consequences for failure to comply with the FCPA (e.g., termination or suspension of business agreements).
  In order to ensure that all parties fully understand the policies outlined in these agreements, language from the OECD Convention is often used.
   The language from the Convention serves as a standard point of reference, helps to minimize cultural miscommunications, and eliminates the perception that American values are being imposed in international business agreements.  If a third party is reluctant to sign such agreement or is unwilling to abide by the anti-bribery or record-keeping requirements, a company will need to determine whether the potential benefits of a business relationship are sufficient to counter the risks of doing business with a party that may engage in FCPA-prohibited conduct.
 

By following some of these steps, companies are more likely to avoid FCPA violations, or perhaps receive less severe penalties
 if they do violate the Act.  The days of “laissez-faire” FCPA enforcement are now over, as the SOX and international community have served as stimuli to encourage the DOJ and SEC to impose the FCPA more rigorously than it ever has in the history of the Act.  FCA enforcement in the post-SOX world has led to more investigations and harsher penalties and as recent statistics have shown, the number of investigations and high penalties continue to grow each year since the SOX was enacted.  The SOX has allowed the FCPA to get back on its feet and finally take a step in the right direction towards combating bribery and fraud.  

� University of Pittsburgh School of Law, J.D. expected 2010. 


� The FCPA was enacted in 1977 in response to the Watergate scandal, and the SOX was enacted in 2002 in response to the Enron and WorldCom scandals. Lawrence A. Cunningham, Sharing Accounting’s Burden: Business Lawyers in Enron’s Dark Shadows, 57 Bus. Law. 1421, 1427 (2002) (commenting that the Enron scandal that led to the enactment of the SOX is “akin to the straw that broke the camel’s back, not a bull in a china shop.  The accounting camel’s back has been broken before in a similar way.  The early 1970s were riddled with accounting horror stories . . .  that led to the enactment of the Foreign Corrupt Practices Act.”).


� See Robert Prentice, Sarbanes-Oxley:  The Evidence Regarding the Impact of SOX 404, 29 Cardozo L. Rev. 703, 706 (2007) (The SOX places more responsibility on CEOs and CFOs, as Congress felt that “executive certification would be more meaningful and persuasive to investors if those executives had reasonable grounds to believe that the internal financial controls on the process producing those numbers were solid.”).


�  The Texas-based energy company used complex partnerships to mask over $500 million of debt from its books and records.  By disguising its financial statements, the company continued to obtain cash and credit payments to run its business operation, despite operating with such a large amount of debt.  Enron filed for protection from creditors on December 2, 2002, which became the biggest corporate bankruptcy in American history.  Its stock plummeted to merely pennies in 2002, although it previously was worth over $80.  See Bethany McLean and Peter Elkin, The Smartest Guys in The Room: The Amazing Rise and Scandalous Fall of Enron (2003); Press Release, U.S. Dep’t of Justice, Federal Jury Convicts Former Enron Chief Executives Ken Lay, Jeff Skilling on Fraud, Conspiracy And Related Charges (May 26, 2006), available at http://usdoj.gov/opa/pr/2006/May/06_crm_328.html (commenting that the Enron “scheme” was designed “to make it appear that Enron was growing at a healthy and predictable rate, consistent with analysts’ published expectations, that Enron did not have significant write-offs or debt and was worthy of investment-grade credit rating, that Enron was compromised of a number of successful business units, and that the company had an appropriate cash flow.”).


�  The Mississippi-based telecommunications company owned MCI, the second largest U.S. long distance carrier.  From 1999 to 2002, the company improperly recorded their operating expenses as capital expenses, which falsely and drastically increased its profit margins.  See Kyle Vasatka, WorldCom Scandal: A Look Back at One of the Biggest Corporate Scandals in U.S. History, Associated Content, March 8, 2007, http://www.associatedcontent.com/article/162656/worldcom_scandal_a_look_back_at_one.html?cat=3. 


� See David Hess &  Cristie L. Ford, Corporate Corruption and Reform Undertakings: A New Approach to an Old Problem, 41 Cornell Int’l L.J. 307, 307-08 (2008) (commenting “[a]lthough [the FCPA’s] first twenty-five years were relatively quiet, the same cannot be said for its last five years.”); Justin F. Marceau, A Little Less Conversation, A Little More Action: Evaluating and Forecasting the Trend of More Frequent and Severe Prosecutions Under the Foreign Corrupt Practices Act, 12 Fordham J. Corp. & Fin. L. 285, 285 (2007) (stating that “the Department of Justice has initiated four times more prosecutions over the last five years over the previous five years.”); Erin M. Pedersen, , The Foreign Corrupt Practices Act and Its Application to U.S. Business Operations in China, 7 J. Int’l Bus. & L. 13, 14 (2008) (noting that the SEC and DOJ “have recently begun an aggressive enforcement approach to the FCPA. . . . .”).


� Alice S. Fisher, Assistant Att’y General for U.S. Dep’t of Justice, Address at the American Bar Association National Institute on the Foreign Corrupt Practices Act (Oct. 16, 2006) (transcript available at ttp://www.usdoj.gov/criminal/fraud/docs/reports/speech/2006/10-16-06AAGFCPASpeech.pdf).


� Foreign Corrupt Practices and Domestic and Foreign Investment Improved Disclosure Acts of 1977, S, Rep. No. 95-114 (1977), available at  http://www.usdoj.gov/criminal/fraud/fcpa/history/1977/senaterpt-95-114.pdf.


�Unlawful Corporate Payment Act of 1977, H.R. Rep.  No. 95-640 (1977), available at http://www.usdoj.gov/criminal/fraud/fcpa/history/1977/houseprt-95-640.pdf.


� Id. (nothing that “corporate bribery also creates severe foreign policy problems for the United States. The revelation of improper payments invariably tends to embarrass friendly governments, lower the esteem for the United States among the citizens of foreign nations, and lend credence to the suspicions sown by foreign opponents of the United States that American enterprises exert a corrupting influence on the political processes of their nations.”).


� See 15 U.S.C. § 78dd-1(f)(1)(A) (2006) (foreign official is defined as “any officer or employee of a foreign government or any department, agency, or instrumentality thereof, or of a public international organization, or any person acting in an official capacity for or on behalf of any such government or department, agency, or instrumentality, or for or on behalf of any such public international organization”).


� 15 U.S.C. § 78dd-1(a)(1)  influencing any act or decision of such foreign official in his official capacity, (ii) inducing such foreign official to do or omit to do any act in violation of the lawful duty of such official, or (iii) securing any improper advantage; or (B) inducing such foreign official to use his influence with a foreign government or instrumentality thereof to affect or influence any act or decision of such government or instrumentality, in order to assist such issuer in obtaining or retaining business for or with, or directing business to, any person.


� Stuart H. Deming, The Foreign Corrupt Practices Act and the New International Norms 15 (2005).


� 15 U.S.C. §§ 78dd-1(a)(2) – (3).


� Id. 


� 15 U.S.C. § 78dd-1(b).


� For example, a payment to a government-run telephone company to expedite installation of the telephone service only influences the timing of when an individual can receive the service and does not influence whether or not an individual can actually receive the service.


� Deming, supra,note 13, at 16.


� Securities and Exchange Act of 1934 §13(b)(2), amended by 15 U.S.C. §78m(b)(2).


� SEC v. World-Wide Coin Invs. , Ltd., 567 F. Supp. 724, 746 (N.D. Ga. 1983).


� Id.


� The purpose of these controls is to ensure that: “(i) transactions are executed in accordance with management’s general or specific authorization; (ii) transactions are recorded as necessary (I) to permit preparation of financial statements in conformity with generally accepted accounting principles or any other criteria applicable to such statements, and (II) to maintain accountability for assets; (iii) access to assets is permitted only in accordance with management’s general or specific authorization; and (iv) the recorded accountability for assets is compared with the existing assets at reasonable intervals and appropriate action is taken with respect to any differences.” 15 U.S.C. § 78m(b)(2)(B) (2006). 


� 15 U.S.C. § 78m(b)(7). 


� Deming, supra note 13, at 22.


� Id. at 44.


�U.S. Dep’t of Justice, Lay-Person’s Guide to the FCPA, available at http://www.usdoj.gov/criminal/fraud/docs/dojdocb.html.  


� 15 U.S.C. § 78ff(c)(1)(A) (2006). 


� Deming, supra note 13, at 43. 


� U.S. Sentencing Guidelines Manual § 8C4.6 (2005).


� Id. 


� Id.


� 15 U.S.C. § 78ff(c)(1)(A); see also U.S. Dep’t of Justice, Lay-Person’s Guide to the FCPA, supra, note 26, at 8. 


� 15 U.S.C. § 78ff(c)(3). 


� Deming, supra note 13, at 41. 


� 15 U.S.C. § 78ff(c)(1)(B). 


� 15 U.S.C. § 78ff(c)(3). 


� U.S. Sentencing Guidelines Manual § 8D1.1 (2005).


� For a more detailed discussion of the OECD Convention, see below. 


� See OPIC, Anti-Corruption Policies and Strategies Handbook (2006), available at  http://www.opic.gov/sites/default/files/docs/opicanticorruptionhandbook0906.pdf.


� Id.


� 18 U.S.C. § 3571(d) (2006).


� U.S. Dep’t of Justice, Lay-Person’s Guide to the FCPA, supra note 26.


� Id. 


� 26 U.S.C. § 162(c)(1) (2006) (providing that “no deduction shall be allowed . . . for any payment made, directly or indirectly, to an official or employee of any government, or of any agency or instrumentality of any government, if the payment constitutes an illegal bribe or kickback or, if the payment is to an official or employee of a foreign government, the payment is unlawful under the Foreign Corrupt Practices Act of 1977.”).


� OPIC, supra note 39.


� See Carolyn Hotchkiss, The Sleeping Dog Stirs: New Signs of Life in Efforts to End Corruption in International Business, 17 J. Pub. Pol’y & Mktg. 108 (1998) (describing the FCPA as a “legal sleeping dog”).


� The number of FCPA investigations of individuals has also increased significantly in recent years; however, this note only focuses on investigations of companies.


� World-Wide Coin Invs., 567 F. Supp at 748.


� Shearman & Sterling LLP, FCPA Digest of Cases and Review Releases Relating to Bribes to Foreign Officials under the Foreign Corrupt Practices Act of 1977 (as of February 13, 2008), http://www.shearman.com/files/upload/FCPA_Digest.pdf.


� Id.


� Id. 


� Christopher A. Wray & Robert K. Hur, Corporate Criminal Prosecution in a Post-Enron World: The Thompson Memo In Theory and Practice, 43 Am. Crim. L. Rev. 1095, 1162 (2006) (noting that penalties have increased “substantially” over the past decade).


� The SEC has recently begun to insist that that companies that enter into settlement agreements disgorge profits that they obtained through violating the FCPA.  For example, oil and gas construction and engineering company Willbros Group, Inc. and its international subsidiary, Willbros International, paid a $22 million criminal penalty for making corrupt payments to Nigerian and Ecuadoran government officials.  The company reached a settlement agreement with the SEC, agreeing to pay $10.3 million in disgorgement of all profits and pre-judgment interest related to these corrupt payments. Press Release, U.S. Dep’t of Justice, Willbros Group Inc. Enters Deferred Prosecution Agreement and Agrees to Pay $22 Million Penalty for FCPA Violation (May 14, 2008) available at http://www.usdoj.gov/opa/pr/2008/May/08_crm_417.html.


� Press Release, U.S. Sec. & Exch. Comm’n, SEC Charges Former Chairman/CEO of Schnitzer Steel for Authorizing Cash Bribes to Foreign Officials (Dec. 13 2007), available at http://sec.gov/news/press/2007/2007-262.htm. 


� Bruce Karpati, The Foreign Corrupt Practices Act: Coping with Heightened Enforcement Risks Fall 2007,” 1619 PLI/Corp 69, 76 (2007). 


� Id.	 


� Press Release, U.S. Sec. & Exch. Comm’n, SEC Charges Siemens AG for Engaging in Worldwide Bribery (Jan. 23, 2009), available at http://www.sec.gov/news/press/2008/2008-294.htm.


� Id. 


� Id. (Director of the SEC’s Division of Enforcement, Linda Chatman Thomas, notes that “this pattern of bribery by Siemens was unprecedented in scale and geographic reach.”).


� Id.


� See Steven R. Salbu, Bribery in the Global Market: A Critical Analysis of the Foreign Corrupt Practices Act 54 Wash. & Lee L. Rev 229, 235-38 (1997) (commenting that “although the government has instituted aggressive surveillance policies during the past few years, illegal payments of bribers remains among the most prominently publicized white-collar crimes.”); Kathleen A. Lacey, Assessing the Deterrent Effect of the Sarbanes-Oxley Act’s Certification Provisions: A Comparative Analysis Using the Foreign Corrupt Practices Act, 38 Vand. J. Transnat’l L. 397, 440 (2005) (noting that “U.S. corporate culture has continued to spawn financial fraud and misconduct that periodically escalates and results in catastrophic losses to stakeholders.  From the passage of the original FCPA to the passage of the SO[X] in 2002, corporate fraud and corruption have been prevalent.”); Philip Segal, Coming Clean on Dirty Dealing: Time for a Fact-Based Evaluation of the Foreign Corrupt Practices Act, 18 Fla. J. Int’l. L. 169, 170 (2006) (stating that “the FCPA has been greatly under-enforced since it was enacted.”).


� The Sarbanes-Oxley Act of 2002 was enacted on July 30, 2002 in response to numerous corporate and accounting scandals. See Mary Kreiner Ramirez, Just in Crime: Guiding Economic Crime Reform After the Sarbanes-Oxley Act of 2002, 34 Loy. U. Chi. L.J. 359, 361 (2003) (noting that, “in response to the corporate and accounting scandals that began with Enron, but appear to have no end in sight, the legislature attempted to restore faith in America's financial markets by enacting new criminal statutes and mandating stiffer penalties for economic crimes.”); Lawrence A. Cunningham, The Sarbanes-Oxley Yawn:  Heavy Rhetoric, Light Reform (And It Just Might Work), 35 Conn. L. Rev. 915, 926 (2003) (commenting that the “Big Four Frauds” of Enron, Global Crossing, WorldCom and Qwest “stand out as using the most appalling accounting and exhibiting some of the most supine corporate governance.  These companies were far different in daring, scope and type from other accounting or corporate governance aggressions of any period.”).


� Among others, the following companies are currently under FCPA investigations: AstraZeneca, Bausch & Lomb, Bristol-Myers Squibb Company, Eli Lilly, Johnson & Johnson, Medtronic, Millipore and Novo Nordisk, Wyeth, Wright Medical Group.  AstraZeneca is under investigation regarding its operations in Italy, Croatia, Russia, and Slovakia; Bausch & Lomb is under investigation regarding its Spanish subsidiary that has possibly provided free products and other items to doctors at public hospitals in Spain; Bristol-Myers Squibb Company is under investigation regarding allegations that some of the company’s German pharmaceutical subsidiaries’ employees and/or agents may have engaged in suspicious behaviors; Eli Lilly is under investigation regarding allegations that the company’s Polish subsidiary may have engaged in suspicious behavior; Johnson & Johnson is under investigation regarding some of the company’s foreign subsidiaries that may have made improper payments in connection with the sale of medical devices in the course of marketing activities; Medtronic is under investigation regarding its sales of medical devices in numerous countries, including Greece, Poland, and Germany; Millipore is under investigation regarding practices of its partially-owned Indian joint venture; Novo Nordisk is under investigation regarding potential illegal kickbacks or bribes to politicians and businesses to get Iraqi business related to the U.N. Oil for Food program; Wright Medical Group is under investigation regarding bribes made to foreign government-owned hospitals in order to encourage them to use the company’s products.


The SEC recently investigated possible FCPA violations by orthopedic implant manufacturers Biomet Inc., Depuy Orthopedics, Smith & Nephew, Inc., Stryker Orthopedics, Inc., Zimmer, Inc. They each entered into hundreds of consulting agreements with orthopedic surgeons as inducements to use its company’s products between 2002 and 2006. Surgeons were paid between $10,000 and $100,000 per year for consulting contracts and were given expensive gifts and trips. Press Release, Michael Drewniak, Five Companies in Hip and Knee Replacement Industry Avoid Prosecution by Agreeing to Compliance Rules and Monitoring, U.S. Dep’t of Justice (Sept. 27, 2007), available at http://www.usdoj.gov/usao/nj/press/files/pdffiles/hips0927.rel.pdf (Biomet Inc., Depuy Orthopedics, Smith & Nephew and Zimmer together reached a civil settlement with the DOJ, paying a combined penalty of $311 million.  The companies executed Deferred Prosecution Agreements, which expire in 18 months, as long as the companies meet their respective reform requirements. Stryker Corp. was part of the orthopedic implant manufacturer settlement but was not required to pay anything because it was the first company to cooperate with the SEC investigation).


� Mike Koehler, A Malady in Search of a Cure – The Increase in FCPA Enforcement Against Health Care Companies, 38 U. Mem. L. Rev. 261, 262 (2008) (noting “several recent FCPA enforcement actions and inquiries demonstrate that U.S. enforcement agencies are ‘casting a wider net’ across many different industries to combat foreign corruption and bribery.”).


In April 2006, the SEC filed a complaint alleging that Tyco’s activities violated the FCPA.  Tyco agreed to a permanent injunction against future violations, agreeing to pay $1 million in disgorgement and a $50 million civil penalty.   The subsidiaries of the Bermuda-based manufacturer of engineered health care services, located in Brazil and South Korea, allegedly made improper payments to foreign officials to obtain business and submitted false invoices from companies owned by the employees to conceal the payments.  SEC alleged that executives in Tyco’s U.S. corporate offices participated in discussions about making illicit payments to Brazilian officials. The complaint also alleges that the company violated the record-keeping provisions during the years 1996 until 2002, by overstating the company’s financial reports by at least one billion dollars. SEC v. Tyco Int’l Ltd., No. 06 CV-2942 (S.D.N.Y. April 27, 2006), available at http://www.sec.gov/litigation/complaints/2006/comp19657.pdf (finding that the company did this by “overstating its reported financial results, smoothing those reported earnings, and hiding vast amounts of senior executive compensation and a large number of related party transactions from investors. To achieve those goals, the company utilized a number of improper practices conceived, guided, or encouraged by the individuals who managed the company at that time.”).


� Justin F. Marceau, A Little Less Conversation, A Little More Action: Evaluating and Forecasting the Trend of More Frequent and Severe Prosecutions Under the Foreign Corrupt Practices Act, 12 Fordham J. Corp. & Fin. L. 285, 309 (2007).


� Sarbanes-Oxley Act of 2002, Pub. L. No. 107-204, 116 Stat. 745 (2002).


� Elisabeth Bumiller, Corporate Conduct: The President; Bush Signs Bill Aimed at Fraud In Corporations, N.Y. Times, July 31, 2002, at A1, available at http://query.nytimes.com/gst/fullpage.html?res=9C01E0D91E38F932A05754C0A9649C8B63. 


� See id. (noting that federal prosecutors were going to “root out corporate fraud” and quoting Bush, ''every corporate official who has chosen to commit a crime can expect to face the consequences.”). 


� Section 404 compels both management and external auditors to report on the adequacy of a company’s internal control over financial reporting. 15 U.S.C. § 7262(a) (2006). This requires companies to implement a system that documents and tests its financial controls.  Under this system, a company’s management must annually create an internal control report, which affirms the personal responsibility of the management in establishing and maintaining the accuracy of the internal controls.  


� See Prentice, supra note 3, at 709 (recognizing that the goals of the accounting control provisions of the SOX were “to improve the accuracy of financial reporting already required by the SEC.”).


� Section 302 of the SOX requires a company’s principal executive officer and principal financial officer to verify the accuracy and fairness of the company’s financial reports. 15 U.S.C. § 7241 (2006).  These officers must verify that they are responsible for the establishment and maintenance of “internal controls,” and that they have disclosed to their auditors and audit committees any significant problems in the design and operation of such controls. 15 U.S.C. §§ 7241(a)(4)(A), (a)(5)(A).  Further, they must certify that they have disclosed in the reports any significant changes in their internal control system that might affect these controls after their evaluations. 15 U.S.C. § 7241(a)(6).


� See Cunningham, supra note 62, at 918-19 (noting that the SOX “reenacts in a new federal guise more than a dozen existing federal regulations, state laws, stock exchange and securities industry rules, accounting or auditing practices, and corporate governance norms.  These codifications do little more than shine a spotlight on some best practices, an important function but hardly reform of any sort, sweeping or otherwise . . . . the Act’s only manifest boldness is demonstrated by upping the ante for financial fraud, heightening fines and jail terms for perpetrators and broadening enforcement mechanisms.”).


� See Stuart H. Deming, The Potent and Broad-Ranging Implications of the Accounting and Record-keeping Provisions of the Foreign Corrupt Practices Act, 96 J. Crim. L. & Criminology 465, 502 (2006) (noticing that “over time the accounting and record-keeping provisions can be expected to become a staple in the charges brought by federal prosecutors to address a wide range of conduct associated with white collar crime.  They provide an incredibly potent tool in a prosecutor’s arsenal.”).


� Cunningham, supra note 62, at 941-42.


� Id. at 942.


� Michele C.S. Lange, Sarbanes-Oxley Has Major Impact on Electronic Evidence, Nat’l Law Journal Jan.2, 2003, available at http://www.law.com/jsp/article.jsp?id=1039054510969.


� See Bruce H. Nearon, Jon Stanley, Steven W. Teppler & Joseph Burton, Life After Sarbanes-Oxley: The Merger of Information and Accountability, 45 Jurimetrics 379, 412 (2005) (noting that when we look at electronic financial documents, “we are likely only looking at a ‘view’ of it and cannot determine with certainty who created it, when it was created, when a transaction occurred, its authenticity or its integrity.”).


� John C. Coffee Jr., Understanding Enron: “It’s About the Gatekeepers, Stupid,” 57 Bus. Law. 1403, 1403-05 (2002) (“Enron does furnish ample evidence of a systematic governance failure . . . Behind this disruption lies the market’s discovery that it cannot rely upon the professional gatekeepers – auditors, analysts and others – whom the market has long trusted to filter, verify, and assess complicated financial information.  Properly understood, Enron is a demonstration of gatekeeper failure, and the question it most sharply poses is how this failure should be rectified.”).


� Cunningham, supra note 2, at 1429.


� Section 302 requires “the principal executive officer or officers and the principal financial officer or officers, or persons performing similar functions, certify in each annual or quarterly report filed or submitted under either such section of such Act that— 


the signing officer has reviewed the report; 


based on the officer’s knowledge, the report does not contain any untrue statement of a material fact or omit to state a material fact necessary in order to make the statements made, in light of the circumstances under which such statements were made, not misleading; 


based on such officer’s knowledge, the financial statements, and other financial information included in the report, fairly present in all material respects the financial condition and results of operations of the issuer as of, and for, the periods presented in the report;


the signing officers— 


(A) are responsible for establishing and maintaining internal controls;�(B) have designed such internal controls to ensure that material information relating to the issuer and its consolidated subsidiaries is made known to such officers by others within those entities, particularly during the period in which the periodic reports are being prepared;�(C) have evaluated the effectiveness of the issuer’s internal controls as of a date within 90 days prior to the report; and�(D) have presented in the report their conclusions about the effectiveness of their internal controls based on their evaluation as of that date; 


the signing officers have disclosed to the issuer’s auditors and the audit committee of the board of directors (or persons fulfilling the equivalent function)— 


(A) all significant deficiencies in the design or operation of internal controls which could adversely affect the issuers ability to record, process, summarize, and report financial data and have identified for the issuer’s auditors any material weaknesses in internal controls; and�(B) any fraud, whether or not material, that involves management or other employees who have a significant role in the issuer’s internal controls; and 


the signing officers have indicated in the report whether or not there were significant changes in internal controls or in other factors that could significantly affect internal controls subsequent to the date of their evaluation, including any corrective actions with regard to significant deficiencies and material weaknesses.” 15 U.S.C. § 7241(a).





� Justin F. Marceau, A Little Less Conversation, A Little More Action: Evaluating and Forecasting the Trend of More Frequent and Severe Prosecutions Under the Foreign Corrupt Practices Act, 12 Fordham J. Corp. & Fin. L. 285, 310 (2007).


� See, e.g., Press Release, U.S. Dep’t of Justice, AGA Medical Corporation Agrees to Pay $2 Million Penalty and Enter Deferred Prosecution Agreement for FCPA Violations (June 3, 2008) available at http://www.usdoj.gov/opa/pr/2008/June/08-crm-491.html. The DOJ imposed $2 million in criminal penalties on AGA Medical Corporation, a U.S.-based cardiac device manufacturer, in June 2008 for numerous FCPA violations. Between 1997 and 2005, a high-ranking AGA officer and other employees made bribes to doctors in China who were employed by government-owned hospitals; in exchange, the doctors directed the hospitals to purchase AGA’s products instead of those of AGA’s competitors.  Between 2000 and 2002, AGA sought patents from China’s IP Office and AGA agreed to make payments through their local Chinese distributor to Chinese government officials employed by the IP Office in order to get the patents approved. Due to the company’s voluntary disclosure, cooperation with the DOJ investigation, implementation of an enhanced compliance program, and engagement of an independent corporate monitor, the DOJ agreed to defer prosecution for 3 years.  If AGA abides by the terms of the agreement, the DOJ will dismiss the criminal information when the agreement ends.


� For example, the DOJ has entered agreements with Lucent Technologies, Ingersoll-Rand, Akzo Nobel, York International, Chevron, Paradigm B.V., Textron, Omega Advisors, Baker Hughes, Aibel Group, Schnitzer Steel, Statoil, Monsanto, Invision and the Micrus Corporation. Shearman & Sterling LLP, supra, note 49. 


� Voluntary disclosure and the level of a company’s cooperation with the DOJ and SEC are factors that are taken into consideration under the U.S. Federal Sentencing Guidelines when used to determine penalties under the FCPA. 


� For example, in August 2006, Millipore Corporation disclosed that it had uncovered unspecified payments and commission practices at a partially-owned Indian joint venture that may violate the FCPA; in February 2007, Johnson & Johnson disclosed that some of its foreign subsidiaries may have made improper payments in connection with the sale of medical devices in the course of marketing activities in two small-market countries; also in February 2007, Bausch & Lomb reported to the SEC that its Spanish subsidiary has possibly provided free products and other items to doctors at public hospitals in Spain.


� See Danforth Newcomb & Phillip Urofsky, FCPA Digest of Cases and Review Releases Relating to the Bribery of Foreign Officials Under the Foreign Corrupt Practices Act of 1977, 1665 PLI/Corp 367 (2008). 


� See Marie Leone, Coming Clean about Bribery, CFO.com (Apr. 3, 2006), available at http://www.cfo.com/article.cfm/6764209/c_2984290/?f=archives (quoting a Department of Justice official, who commented that having been “[s]purred by the Sarbanes-Oxley Act and the increasing likelihood of being caught bribing foreign officials, managers at increasing numbers of U.S. companies are voluntarily disclosing breaches of the Foreign Corrupt Practices Act . . . .”).  The article mentions that the SOX is a “prime mover behind the disclosure surge” and most voluntary bribery FCPA disclosures also mention problems with the corporation’s internal controls, which is an issue under Section 404 of the Act.  


� See 15 U.S.C. § 78ff(a) (2006) (SOX increased the maximum penalty for a criminal violation against individual who violates the accounting and record-keeping provisions to 20 years.  Fines for such violation increased to $5 million for an individual and $25 million for a corporation).  


� See Kevin J. Harnisch & Michelle L. Ramos, Practical Considerations for Addressing FCPA Issues, 1687 PLI/Corp 557, 563 (2008) (recognizing that in regards to the FCPA, “getting a break” typically means that the government will exercise discretion with respect to the types of sanctions it imposes and does not mean that the government will choose not to enact any sanctions on the company).


� Shearman & Sterling LLP, supra note 49. 


� From 1990 – 2007, of the total criminal cases brought by the DOJ, 54% entered pleas; 23% entered deferred or non-prosecution agreements, 10% resulted in acquittals of the charges, 5% resulted in convictions, 5% were fugitives and 3% resulted in dismissals of the charges.  Id. 


� See 15 U.S.C. § 78dd-3(a) (2006) (Foreign companies can be prosecuted for violating the FCPA if they commit a prohibited act “while in the territory of the United States”).  


� These Payments were in the form of kickbacks, characterized as “after sales service fees” and were usually 10% of the contract price.  The kickback payments were masked on Akzo Nobel’s financial records by inflating the contract price and commissions paid to certain agents.   The company reached a non-prosecution agreement with the DOJ, which required them to reach a resolution with the Dutch Public Prosecutor to pay a criminal fine of approximately $500,000.00 in the Netherlands. The company consented to a final judgment permanently enjoining it from future violations and was ordered to pay a disgorgement of approximately $1,647,000.00 in profits, plus $584,000.00 in pre-judgment interest and a civil penalty of $750,000.00. Press Release, U.S. Dep’t of Justice, Akzo Nobel Acknowledges Improper Payment Made by its Subsidiaries to Iraqi Government Under the U.N. Oil for Food Program, Enters Agreement with Department of Justice (Dec. 20, 2007), available at http://www.usdoj.gov/opa/pr/2007/December/07_crm_1024.html.


Diagnostic Products Corporation, a California-based producer and seller of diagnostic medical equipment, pled guilty to violating the FCPA and paid a criminal penalty of $2 million as a result of their Chinese subsidiary, DPC Tianjin Co. Ltd., which engaged in bribery.  Tianjin made payments of $1.6 million to physicians and other medical personnel who were in charge of purchasing products at state-owned hospitals.  These transactions were recorded in the subsidiaries financial books as legitimate sales expenses.  Press Release, U.S. Dep’t. of Justice, DPC (Tianjin) Ltd. Charged With Violating the Foreign Corrupt Practices Act (May 20, 2006), available at http://www.usdoj.gov/opa/pr/2005/May/05_crm_282.htm.


� Claudius O. Sokenu, FCPA Insights: A Periodic Review of Recent Developments in FCPA Enforcement and Compliance, 1687 PLI/Corp 571, 593 (2008).


� Colleen P. Mahoney, Charles F. Walker, Erich T. Schwartz, Louis D. Greenstein, & Andrew M. Lawrence, The United States Foreign Corrupt Practices Act: Enforcement Trends, 1704 PLI/Corp 865, 882 (2008). 


� Norwegian company Statoil ASA who trades securities in the U.S. paid bribes to an Iranian government official in 2002 and 2003 so that the official would award a major petroleum project contract to the company.  The bribers were improperly recorded on the company’s books and records as consulting fees. Press Release, U.S. Sec. & Exch. Comm’n, SEC Sanctions Statoil for Bribes to Iranian Government Official (Oct. 13, 2006), available at http://www.sec.gov/news/press/2006/2006-174.htm.


The DOJ resolved the case against Statoil by a deferred prosecution agreement, partially because the Norwegian government had already investigated the corrupt conduct and issued a $3 million penalty against the company.  The DOJ felt that the deferred prosecution, along with the fine to Norwegian government, was a fitting punishment for the foreign company.  Fischer, supra note 7.


� Fischer, supra note 7.


� Leone, supra note 87, at 20.


� The Convention was signed by: Argentina, Australia, Austria, Belgium, Brazil, Bulgaria, Canada, Chile, Czech Republic, Denmark, Finland, France, Germany, Greece, Hungary, Iceland, Ireland, Italy, Japan, Korea, Luxembourg, Mexico, Netherlands, New Zealand, Norway, Poland, Portugal, Slovak Republic, Spain, Sweden, Switzerland, Turkey, and United Kingdom.


� Organisation for Economic Co-Operation & Dev., OECD Convention on Combating Bribery of Foreign Public Officials in International Business Transactions, http://www.oecd.org/document/21/0,2340,fr_2649_34859_2017813_1_1_1_1,00.html#Text_of_the_Convention.


� Id.


� FCPA Drafter Harvey Pitt (who later served as the Chairman of the SEC) noted that at various times the government was reluctant to enforce the FCPA because U.S. companies were at such a disadvantage compared to their international counterpoints who could engage in bribery without repercussion.  See Segal, supra note 61, at 186.


� The majority of China’s economic growth has been a result of corruption, which has plagued the country’s economy.  See generally Pederson, supra note 6,  


�The following sectors of industry are typically involved in corruption and bribery: drugs and health care; oil and gas production and services; food products; aerospace, airlines and air services; and chemicals. H.R Rep. No. 95-640, supra note 9. 


� Fritz Heimann & Gillian Dell, Transparency Int’l, Progress Report 07: Enforcement of the OECD Convention on Combating Bribery of Foreign Public Officials 6 (2007) available at http://www.transparency.org/publications/publications/conventions/3rd_oecd_progress_report.


� Id. 


� This product of the Organization of American States was opened for signature in March of 1996 and entered into force in March of 1997. Nearly all American states (twenty-three), including the United States, have ratified or acceded to the Convention to date. (“OAS Convention”). Cecil Hunt, Recent Multilateral Measures to Combat Corruption, SJ078 A.L.I.-A.B.A. 259, 261 (2004).


�This product of the Council of Europe was adopted in January 1999 and entered into force in September 2002. It was signed by most European states, Mexico and the U.S. However, several signatories have yet to ratify, among them France, Germany, the United Kingdom, Mexico, and the U.S. Id. 


�This is a product of the Council of Europe, which requires parties to provide remedies in their respective laws for persons who have suffered damage from acts of corruption. The Convention entered into force in November 2003.  Numerous European countries have signed the convention, but it has only been ratified by Central and Eastern European countries. Id.  


�This is a product of the African Union that was adopted in July 2003. It is open for signature by AU member states and will enter into force following the 15th instrument of ratification. Id. 


� This is a product of the United Nations General Assembly that was adopted in October 2003.  It imposes numerous requirements on its signatories to take affirmative steps towards ending corruption by criminalizing corruption and implementing mechanisms to deter and combat international crimes.


� Mahoney et al., supra note 95, at 882.


� Aaron Einhorn, The Evolution and Endpoint of Responsibility: The FCPA, SOX, Socialist-Oriented Governments, Gratuitous Promises, and a Novel CSR Code, 35 Denv. J. Int’l. L. & Pol’y 509, 527 (2007).


� Companies (Audit, Investigations and Community Enterprise) Act, 2004, c. 27, art. 7 (U.K.), available at http://www.opsi.gov.uk/ACTS/acts2004/ukpga_20040027_en_1 [hereinafter Companies Act].


� One of the largest accounting and consulting firms, Arthur Andersen, was convicted of obstruction of justice for its role in shredding documents related to the Enron scandal when auditing the company, where almost two tons of papers were shipped to Anderson’s main office in order to be shredded. Enron was a major client for the accounting firm and in 2000 produced $58 million in revenue for Andersen. United States v. Arthur Andersen, LLP, 374 F.3d 281 (5th Cir. 2004), rev’d, 544 U.S. 696 (2005) (overturning the Fifth Circuit’s holding because there were flaws in the jury instructions).  


� Companies Act, supra note 114, at art. 8.


� Id. at art. 9.


�Council Directive 2006/43, Statutory Audits of Annual Accounts and Consolidated Accounts, 2006 O.J. (L 157) 87, available at http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2006:157:0087:0107:EN:PDF.


� Id. at art. 22.


� Einhorn, supra note 113. 


�.  While the author notes that the implementation of the SOX was not necessarily the sole cause that the international community has developed more stringent corporate governance measures, he comments that the US was an “early mover with respect to a series of gaps that began to appear in the protections to investors provided by various global regulatory frameworks.”  For example, since the enactment of the SOX, many countries now require a public company to have an auditing committee to verify the accuracy of its accountings and records. EU Member States, Canada, Mexico, Australia, Hong Kong and Brazil all require public companies to have an auditing committee as part of its corporate structure. See Ethiopis Tafara, Statement by SEC Staff: A Race to the Top, International Regulatory Reform Post Sarbanes-Oxley, Int’l Fin. L. Rev., Sept. 2006, available at http://sec.gov/news/speech/2006/spch091106et.htm.


� Of course, this is not true in all areas of the world, such as China, where corruption is still prevalent in numerous aspects of the economy.


� Transparency International is an international non-profit organization that was established in 1993 to help stop corruption in international business transactions. Deming, supra note 13 at 129. 


As reported by Compliance Week, Transparency International is encouraging the European Union to adopt a blacklisting policy for companies found to offer bribes, which would include American companies who have violated the provisions of the FCPA. The implication of such blacklisting should be a large deterrent against bribery, particular for public procurement contracts, which represent 13% of GDP in Europe.  The article notes that although the European Union does not have an equivalent to the FCPA, international companies are aware of the increase in FCPA enforcement, recognizing that they also may be subject to FCPA enforcement.  Jeremy Wolfe, Siemens Sparks Tough Anti-Bribery Talk; Action Unclear, Compliance Week, May 1, 2007, http://www.complianceweek.com/article/3214/siemens-sparks-tough-anti-bribery-talk-action-unclear.


� Id. 


� See Timothy Ashby, Steering Clear of the Foreign Corrupt Practices Act, Orange County Law., Aug. 2003, at 10.


� Fisher, supra note 7.


� See 15 U.S.C. § 78dd-1(d)(2) (2006) (recognizing the existence of “general precautionary procedures which issuers may use on a voluntary basis to conform their conduct to the Department of Justice’s present enforcement policy . . . .”). 


� See Deming, supra note 13, at 352 (listing: establishment of an ethics policy, establishment of compliance standards and procedures that reduce the prospect of violations, establishment of procedures designed to ensure that significant discretionary authority is not delegated to individuals likely to engage in illegal activities, implementation of regular training, implementation of appropriate disciplinary mechanisms for violations or failure to detect violations,; establishment of a system where violations can be reported anonymity and without fear or retribution, inclusion of compliance warranties in contracts, and inclusion of provision of termination for breach of warranty relating to compliance issues).  


� Id. at 354.


� Id. at 349.


� Id. at 359.


� Id. at 355-58. Some typical red flags include the following ten items:


Country.  Consider the existence of corruption in the country where the foreign official is located.  Countries where the rules of law are not currently observed or enforced are cause for concern.


Industry.  Consider that some industries (e.g., oil, construction, aircraft, and defense) have a reputation of being plagued with corruption.   When access to rare resources is subject to governmental approval, the prospect of corruption is typically higher.


History and Reputation. Conduct due diligence before entering business agreements in order to consider a foreign official’s history; reputation; any prior corrupt activates; and legal background.  


Misrepresentations and Inconsistencies.  Consider any misrepresentations and inconsistencies the foreign official gives about any prior business relationships and seek a satisfactory explanation for their existence.  


Refusal of Certification or Confirmation.  Concern should arise if an individual is unwilling or refuses to comply with the prohibition against bribery.  Be aware that certification or confirmation to fulfill an agreement is considered compliance, but does not necessarily eliminate potential violations.


Ties to a Government, a Political Party, or a Political Candidate.  Consider the relationship an individual may have with these entities and what bearing this relationship may have on facilitating prohibited conduct.


Anonymity.  The basis for anonymity should be credible, well-supported and well-documented.  Be aware that “willful blindness” (e.g., agreeing that things will occur without anyone knowing the details) is cause for concern.  


Nature and Source of Recommendation.  Conduct due diligence on any individual or company that is being recommended by a foreign official and determine the reasons why such recommendation has been made.  


Peculiar Statements or Requests.  The insistence upon funds to secure business or make arrangements should be cause for concern.  Conduct due diligence on any unusual statements requests.  


Size of Payment or Commission.  Consider if the size of the payment or commission is proportionate to the experience; expertise or resources of the official by evaluating how much time is involved; what resources are needed; and what amount has been paid in the past for similar assistance.


Method of Payment.  Unusual payment requests should be cause for concern.


Illegal Agency.  Consider the possibility that a foreign official may be prohibited under his country’s law from serving as agent, representative or consultant.	 


� See Id. at 360-61 (noting that the following factors should be taken into account: controlling expenditures, excluding outstanding debts, audit requirement, third-party due diligence, cooperation, no link to government approvals, limiting contact with government officials, and recusals).


� Id. at 359.


� Id. 


� Id. at 362.


� The Sentencing Guidelines consider steps taken to avoid violating the Act.  U.S. Sentencing Guidelines Manual § 8C4.6 (2005).
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