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ABSTRACT

Many Americans use smartphones for a variety of personal, recreational, and business affairs. While the increasing popularity of smartphones and mobile technology has advanced communication, new uses have created privacy breaches of personal and consumer information. This article examines the different ways that American smartphone users use their mobile devices as well as the various types of data created.

This article also explores the vulnerabilities faced by smartphone users. Vulnerabilities occur through the use of traditional hacking and malware, but can extend to the collection and dissemination of personal and consumer information by smartphone applications. The article concludes by examining different solutions for privacy breaches. Some solutions may be implemented on an individual or institutional level. Other solutions to privacy breaches require the enforcement and extension of legislation upon telecommunication companies and application developers.
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The advent of cell phones revolutionized the way many individuals worldwide communicate. The increased use of smartphones, which serve multiple purposes and allow a user to be connected to e-mail and the internet, has led to a lot of personal information and consumer data being stored on mobile devices. While smartphone technology has opened the door for more efficient communication as well as recreational and business affairs, it has also led to privacy breaches of personal and consumer data. The trend towards “open development platforms” which facilitate user-created applications has added to breaches. These breaches have created new privacy issues that often occur so rapidly that legislation necessary to protect consumers cannot keep pace.

Many smartphone users are unaware that their mobile device acts as a small computer, subject to the same vulnerabilities as a large personal computer. This note will inform readers about the different capabilities of smartphones, the privacy issues that arise, as well as provide an examination of the existing and potential legislative solutions that could protect smartphone users from data breaches. Part I will summarize the data and information produced by users of smartphones to conduct personal, recreational, and business affairs. Part II will discuss some of the non-traditional and emerging risk factors faced by smartphone users along with a discussion on the privacy policies that exist for applications. Part III will focus on different solutions to solving smartphone privacy breaches. Some of these solutions are individually driven, some institutionally driven, and others require the enforcement and extension of legislation upon the telecommunication companies and application developers.
I. Smartphone Use

Today, many Americans utilize their cell phones to conduct personal, recreational, and business affairs. According to research by the Pew Internet and American Life Project, eighty-three percent of American adults have cell phones.\(^1\) It is estimated that thirty percent of American mobile users have a smartphone, as opposed to a traditional cell phone.\(^2\) The widespread use of cell phones has created new public safety issues due to talking and texting behind the wheel. In 2011, the National Safety Council (NSC) estimated that around twenty-three percent of all automobile accidents in the U.S. are caused when a driver is talking or texting.\(^3\) With the increasing popularity of cell phone usage, many states have restricted the use of cell phones by drivers. According to the Governors Highway Safety Association, nine states currently ban the use of hand-held cell phones, while thirty-five states ban texting while driving.\(^4\)

Many Americans use their cell phones for more than just the traditional means of communication. Applications, or apps for short, allow smartphone customers to use their phones for a variety of different functions. Available apps range from games, tutorials on various lifestyle topics, social networking, and banking – to name a few. Many companies that offer services and products, in stores and online, have created apps to appeal to mobile users’ needs. Stores that offer app services include: Amazon.com, Overstock.com, H&R Block, Walmart, and Best Buy.\(^5\) Currently, the iPhone app store has more than 500,000 available programs for users


\(^3\) Kathy Lane, National Safety Council Estimates that at Least 1.6 Million Crashes Each Year Involve Drivers Using Cell Phones and Texting, NATIONAL SAFETY COUNCIL (Jan. 12, 2010), http://www.nsc.org/Pages/NSCestimates16millioncrashescausedbydriversusingcellphonesandtexting.aspx.


It is estimated that twenty-nine percent of adult users have downloaded an app onto their cell phones. Additionally, since the debut of the iPhone and Android app stores, an estimated forty billion apps have been downloaded. Though the use of apps is extremely popular on smartphones, advancements in technology have also influenced other traditional cell phone functions.

Cell phones have been increasingly manufactured with more sophisticated cameras. Without taking into account the amount of time spent talking on a cell phone, using a cell phone to take pictures is the leading use of cell phones with seventy-six percent of users reporting that they use their phones to capture pictures. Smartphones have allowed users to freely share these pictures easily via e-mail, social networking sites, and texts. According to a Pew Internet and American Life Project study, seventy-two percent of adult cell phone users send or receive text messages to their phone. In the past few years, attention has concentrated around the use of text messages, primarily by young cell phone users, to send and receive sexually explicit pictures in a practice known as “sexting.” The existence of cameras on cell phones has allowed users to take, and potentially share, intimate and personal photos with their device.

Aside from being a form of communication, many businesses are now utilizing text messaging to reach their customer base. In 2010, TXT180.com created a website that offers text message marketing services to businesses. The use of texting has also expanded to provide for
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public safety. Some universities have set up emergency notification systems that allow the university to send out important messages via texts.\textsuperscript{13} Some smartphone users may be used to receiving such notifications from trusted sources. Aside from advertisers and universities, banks have also attempted to capitalize on the increased smartphone use by Americans.

Smartphone technology now allows users to conduct mobile banking. Banks such as Wells Fargo and Bank of America allow users to download apps via the mobile markets.\textsuperscript{14} Javelin Strategy and Research, a research and strategy consulting firm, predicts that within the next five years, eighty-six million users will conduct their banking via their mobile phones.\textsuperscript{15} Some banks, such as Bank of America, allow their customers to receive periodic updates about accounts via text messaging; additional services include the ability for customers to text the bank for updates as necessary.\textsuperscript{16} Other banks, such as Chase, allow users to set up notifications when their balance has reached a certain amount.\textsuperscript{17} Chase also offers its customers the ability to deposit a check by taking a picture of it.\textsuperscript{18} Another popular feature gaining momentum is the use of a “virtual wallet.”\textsuperscript{19} Virtual wallets, such as Google Wallet, store credit cards right on your phone for convenience.\textsuperscript{20} The use of such technology means that smart phone users often have financial information stored on their device.
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Global positioning systems (GPS) are often used by mobile phones to provide directions and turn-by-turn navigation. Additionally, the use of GPS has offered some useful services for families to track family members. Specifically, services such as uLocate enable a user to view the locations of all family members from the website or a mobile app. The use of GPS devices on mobile phones has also helped law enforcement in solving crimes. In 2003, after killing two real estate agents in Georgia, Stacey Ian Humphreys attempted to evade police by driving to Wisconsin; the police tracked his movement via his cell phone communications until he was able to be apprehended. Moreover, cell phone records and GPS coordinates can help police build evidence linked to ongoing investigations. Such advancements in mobile technology have increased the personal and consumer data available on smartphone devices; as a result, breaches of privacy may negatively impact consumers.

II. Smartphone Vulnerabilities

The increased use of smartphones has brought about emerging privacy concerns relating to personal and consumer data protection. A smartphone user’s privacy can be compromised in a variety of ways: the loss of a phone, infection by malware, and by applications that can modify or monitor information on phones. Apps may also collect unnecessary information and share collected information with third-party companies and apps. Many mobile users are unaware of the different ways in which their privacy can be breached and what steps they can take to protect their data.

22 Id. at 310.
The easiest way a mobile phone user could have his or her privacy compromised is by inadvertently losing the device. Losing a smartphone makes the user vulnerable to a breach of privacy as the finder of the cell phone may be able to access texts, emails, contacts, pictures, and saved passwords. Researchers at Symantec, a computer security firm, recently conducted a study on lost smartphones.\(^{24}\) In order to conduct the study, Symantec researchers “lost” fifty smartphones in cities around the U.S. with tracking capabilities that allowed the firm to see not only where the phone travelled but what functions were clicked.\(^{25}\) According to the results forty-three percent of finders clicked on an app labeled “online banking.”\(^{26}\) Overall, eighty-nine percent of respondents clicked on a function that contained personal information and only fifty percent sought to return the device even though the “owner’s” name was readily identifiable.\(^{27}\) This study indicates that cell phones that are lost are vulnerable to data breaches. It is important for consumers to be aware of the information his or her smartphone stores and take steps to protect that information.

Besides breaches that may occur due to the loss of a cell phone, there are other security risks which smartphone users face while possessing their device. Another threat faced by smartphone users can result from the simple breach of privacy due to hacking. There are several ways in which an unauthorized user may intercept and record the mobile phone user’s conversation. Recently, in the summer of 2011, the “News of the World” tabloid shut down after allegations by law enforcement that the magazine had a history of hacking into the cell phones of
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high profile individuals. “News of the World” was accused of hacking into the voicemails of high profile celebrities, criminals, and crime victims. This was accomplished in the early 2000’s through the use of ID-spoofing. While many mobile carriers now require passwords to check voicemail, analysts say that many users are still vulnerable because of their use of simple passwords that are often ascertainable from other publically available information.

The use of cameras has also caused privacy concerns for many mobile users. In 2011, Christopher Chaney, a Florida man, was charged with hacking into the emails of Christina Aguilera, Mila Kunis, and up to fifty other celebrities. The case gained the attention of the Federal Bureau of Investigation (FBI) when nude pictures from Scarlett Johansson’s smartphone were posted on the internet. Though not confirmed, it is speculated that Chaney was able to hack into mobile phones by guessing the user’s passwords. This type of breach raises the risk of “sextortion,” which occurs when a person who has obtained sexually explicit photos of a user threatens to post the picture online unless he or she receives cash. This prospect is concerning to some smartphone users, given the personal and intimate photos that may be stored on such devices.

The popular feature of text messaging has also been a source of privacy breaches for many mobile users. Phishing is a way for hackers to obtain personally identifiable information
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about a user by masquerading as a trustworthy source, such as a bank, social networking site, or other trusted entity.\textsuperscript{35} Phishing is primarily done through the use of e-mail. However, this practice has extended to mobile phones and is known as “smishing,” a tactic that uses text messages to initiate a scam.\textsuperscript{36} Another way in which a mobile user can be targeted is by “vishing” which uses automated phone calls to entice the user to input personal information.\textsuperscript{37} Peter Cassidy, the secretary general of the Anti-Phishing Working Group, says that such smishing and vishing attacks have increased in the past several years and are usually targeted at customers of local banks.\textsuperscript{38} This is a vulnerability to those bank customers who routinely receive text messages from their bank and may be victimized by these schemes. The FBI stated that the personal information routinely obtained in these schemes could provide a criminal with enough information to steal money or make purchases from a user’s account.\textsuperscript{39}

Recently, the United States Supreme Court ruled on the legality of warrantless GPS tracking by police.\textsuperscript{40} However, GPS and other identifiable information can still be accessed and used illegally by a number of individuals, organizations, and companies. There are some dangers in the use of GPS technology and the feature is not always beneficial to mobile users. There have been incidents where victims of domestic abuse have been located by their abusive spouses through the use of mobile GPS technology.\textsuperscript{41} This is an “unintended result” of regulations

\textsuperscript{35} How to Recognize Phishing Email Messages, Links, or Phone Calls, MICROSOFT SAFETY & SECURITY CENTER (2012), http://www.microsoft.com/security/online-privacy/phishing-symptoms.aspx.
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intended to help mobile users who dial for emergency assistance from their mobile phones.\textsuperscript{42} By the end of 2005, the Federal Communications Commission (FCC) required that “all cellular providers...make at least 95\% of the phones in their networks traceable by satellite or other technologies.”\textsuperscript{43} A study conducted by the Wall Street Journal in 2011 showed that even when location is disabled, the iPhone stores location data from its users.\textsuperscript{44} The inability to turn the GPS functions off may make users vulnerable to others who seek to take advantage of their location.

Smartphone users can also suffer privacy and information breaches due to the installation of viruses and worms that allow information to be read and sent to other devices. In August 2011, a Trojan was discovered that provided access to photos whenever a photo was taken.\textsuperscript{45} This Trojan was also able to steal other information such as text messages, e-mails, and contacts.\textsuperscript{46} Users whose personal information or pictures are intercepted by such malware may be subject to blackmail and “sextortion” schemes. Additionally, the rise of cell phone usage has made smartphones a lucrative target for hackers to steal and use financial or personally identifiable information.

By mid-2008, there existed an estimated 500 malicious apps that were targeted specifically to mobile devices.\textsuperscript{47} Lookout, a mobile security startup company, says that up to a million people were afflicted by mobile malware in the first half of 2011.\textsuperscript{48} According to
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Lookout, the threat for Android users is two and a half times higher than it was just six months ago.\textsuperscript{49} Recently, malicious apps have largely targeted the Android operating system.\textsuperscript{50} The reason why the Android operating system is more vulnerable to attack by malware is that it is more of an “open development platform” than the iPhone operating system.\textsuperscript{51} As a result, third parties are able to freely create apps whereas a closed platform is more controlled by the service provider.\textsuperscript{52} However, other devices, such as iPhones are also vulnerable; in November 2011, a researcher discovered a bug in Apple’s operating system which would allow hackers to take control of iPhone apps and use them to steal photos, contacts, and send messages.\textsuperscript{53}

Besides the concern that apps are vulnerable to infection by viruses and worms, some users are concerned about the types and amount of data that apps can store. Some apps can modify SD cards, track GPS locations, and record audio. For instance, the Facebook Android app gives the company permission to access a user’s texts.\textsuperscript{54} Despite this intrusion into personal data, the Facebook app has been downloaded more than 100 million times.\textsuperscript{55} Besides being able to monitor data and modify settings on a user’s phone, the collection of data raises privacy issues since some apps send collected information to unauthorized third parties.
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The Wall Street Journal conducted a study of the 101 most popular smart phone apps on both the iPhone and Android operating systems.\textsuperscript{56} The Journal’s results show that fifty-six apps sent the phone’s “unique device ID” to other companies without the user’s authorization.\textsuperscript{57} Furthermore, forty-seven apps sent out information about the phone’s location.\textsuperscript{58} According to the results, forty-five of the apps did not have privacy policies.\textsuperscript{59} Though privacy policies would not limit the apps’ ability to collect data, it would inform the users of how data is collected and used. Additionally, the Journal stated “neither Apple nor Google requires app privacy policies.”\textsuperscript{60} Given the sensitive nature of the data that some smartphone users create and store on their phones, a lack of a privacy policy may result in vulnerabilities that they were unaware of.

The use of apps by smartphone users has led to consumer data transfers between companies and app software providers. Many apps share the consumer data it collects about users with other apps because data sharing is financially profitable. Arguments have been made that consumer data is worth more to the company if data is sold to third parties as opposed to merely collecting and retaining the information.\textsuperscript{61} Many of these transfers occur because of the low cost of apps. For instance, many apps are available for free or at a low cost to consumers. This provides “an incentive to share user data with mobile-ad networks and other companies involved in ads or marketing.”\textsuperscript{62}

\textbf{III. Privacy Law and Solutions to Smartphone Vulnerabilities}
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There are several ways that a person can protect themselves from a breach of privacy. The most highly advised step is to place a password protected screen lock on the phone.\textsuperscript{63} It is imperative that a password is not easily discernible from other publicly available information, such as birthdates and names available on social networking websites.\textsuperscript{64} These steps would protect a user in the event that he or she should lose the device. However, other steps can be taken to ensure that users who possess their devices are not victims of malware or hacking. A user should avoid storing personal and intimate pictures of his or herself on the device. To protect from smishing attacks, a user may want to open texts only from recognized numbers and contact institutions when he or she receives a suspicious text. In order to protect against GPS privacy breaches, an individual in a questionable situation should either turn off his or her cell phone or, if possible, get a new device.

There are several ways that individuals can protect themselves from vulnerabilities associated with malware and apps. One of these ways is to install antivirus software onto the device. Antivirus companies have started to focus on protecting smartphone data. McAfee recently introduced a package that would protect a user’s smartphones, tablets, and computers.\textsuperscript{65} The company also sells antivirus software targeted specifically for mobile phones to prevent “viruses, worms and spyware, Trojan horses, and battery-sapping malware.”\textsuperscript{66} Moreover, individuals should be extra cautious and aware of what functions the app has permission to perform upon installation.
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Individual data is not the only type of data that is vulnerable to data breaches. Many businesses use smartphones for employees and are vulnerable to data breaches as well. Some of this data can be critical to the company and may include budgets, plans, and client lists. The use of smartphone technology facilitates business; however, it is important for a business to protect its smartphones, and therefore its data, from unwarranted data breaches. Some protective measures that companies may choose to implement include the reduction of sensitive data, data backup, and encryption.67

Parties who are violated as a result of hacking incidents or malware can seek legal redress through the civil and criminal court system. An individual who violates another’s personal data may face criminal charges for invasion of privacy, wiretapping, cyber-stalking, identity theft, and blackmail. While there is redress for an individual whose smartphone device has been the subject of a private attack, there is little availability of redress when the breach is caused as a result of information sharing by companies and apps.

The rapid growth of technology has eroded existing information privacy laws and leaves many consumers’ information vulnerable to breach. One of the main threats comes from the ability of apps and companies to collect, store, and share data with third party companies. It is important for many companies to gather data about the consumer, indeed some companies would be unable to provide their services without doing so, but it is imperative that these consumers be informed of what data is being collected and how that data will be used.

The growing popularity of apps has led to many legislative attempts to protect digital consumer data. In 2011, three legislative proposals were introduced that would create a way to
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allow users to turn off tracking on smartphones. Digital consumer data is an issue because there is no uniform requirement for companies (and app providers) to have a privacy policy. The lack of consumer privacy laws has allowed private industry organizations and companies to implement their own standards with regard to consumer data. This has permitted some companies’ apps to function on smartphone devices without the need for privacy policies to protect and limit how information is gathered, stored, and shared. A proposed solution is for smartphone operating systems to require apps to provide privacy statements and provide better policing of apps offered to users.

At a Senate Judiciary subcommittee meeting on privacy, technology and the law, Senator Al Franken urged Apple and Google, the providers of the iPhone and Android system, to require apps to display privacy policies. Google’s director of public policy, Alan Davidson, stated that Google would consider adopting Senator Franken’s proposal. Policing of apps would be most useful to the Android system which does not require as stringent of standards as the iPhone system before placing an app into the market. Guy Tribble, Apple’s vice president of software technology, stated during the meeting that Apple requires potential apps to have privacy policies; however, the company representative admitted that it has never “removed an app from its store for violating the agreement.” Apple’s example shows that companies can choose whether to enforce consumer protection policies since there is no uniform federal standard.

Recently, California Attorney General, Kamala Harris, reached an agreement with six major mobile-device companies which agreed to provide privacy laws on apps to individuals
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within the state of California. These companies included: Apple, Inc., Google, Inc., Amazon.com, Inc., Hewlett-Packard Co., and Research in Motion Ltd. The companies agreed to this requirement by acknowledging that California state law requires that apps have privacy policies. This agreement is great for consumers within California, but the lack of a federal mandate for privacy policies leaves consumers in other states vulnerable to privacy data collection from apps without their knowledge.

Following the example of California, federal legislation should be introduced that requires privacy policies on apps that collect any personally identifiable data. Doing so would protect sensitive data in addition to providing more transparency to the apps available on the different smartphone operating systems. Mandating full disclosure privacy policies may also increase the credibility of apps available for download. However, the requirement of privacy policies alone may not be enough to protect consumers from data vulnerability.

Privacy policies are often written by lawyers and, as a result, are often hard for the average user to comprehend. This leaves many consumers unaware as to the full extent their data is being collected or shared with other companies. One possible way to combat this is to implement legislation that echoes the Credit Card Accountability, Responsibility, and Disclosure Act of 2009 (Credit Card Accountability Act). The Credit Card Accountability Act was passed into law in order to protect credit card customers from unfair industry practices. One of the main requirements to the Credit Card Accountability Act was to make credit card policies and
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monthly statements easier for consumers to read and comprehend. Implementing standards that privacy policies have to be clear and concise for consumers would provide full disclosure and allow consumers to make informed decisions about what apps to download. Recently, Google implemented a new privacy policy which was meant to streamline data sharing between multiple Google websites as well as make the privacy policy easier for consumers to understand. This new policy was challenged by thirty-six state attorney generals as being too intrusive of consumer privacy. However, American officials were not alone in opposing these changes.

Google’s new privacy policy was opposed by French regulators who argued that the new policy was in violation of the European Directive on Data Protection. The European Directive on Data Protection provides consumer data protection to European citizens by setting guidelines for the collection of data. Among some of the requirements is the limitation on what type of data can be collected, how that data can be organized, and the requirement that the consumer be “unambiguously informed.” Another requirement of the Act is that the consumer has the right to access and make necessary corrections to the data collected by companies. In the U.S., legislation regarding the collection of identifiable information is largely concentrated on the ability of the government to collect data. For example, the Patriot Act limits the quality of data that the government can collect about individual citizens. However, there is no legislation
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targeted solely for the protection of consumer data within the private industry. There are privacy laws that protect other data, such as children’s information online through the Children's Online Privacy Protection Act (COPPA) of 1998, and health care information through the Health Insurance Portability and Accountability Act of 1996 (HIPAA).  

The requirement of privacy policies would inform consumers and would provide them with a private right of action if their information was ever inappropriately shared. A number of websites have been sued for selling consumer and personal data to third parties in violation of their established privacy policies. For example, a bankrupt toy store was sued in July 2000 in an effort to prevent the company from violating its privacy policing by selling its customer data to a third party. Other companies that have been sued for violations of internally established privacy policies include: Procter & Gamble, Pfizer, and JetBlue Airways. While consumers are able to bring suit against companies for violations of its privacy policy, the ability of a consumer to do so when no privacy policy exists in the first place is questionable.

Some legislation has been proposed that goes beyond the mere requirement of privacy policies. A possible solution to privacy breaches was offered in April 2011, when Senators John Kerry and John McCain proposed legislation called the Commercial Privacy Bill of Rights Act of 2011. The new legislation would create new rules for companies that gather personal data. In the announcement of the proposed legislation, Senator McCain specifically mentioned the Wall Street Journal report which discovered that fifty-six of the 101 most popular apps shared

---

86 See HOLTZMAN, supra note 61, at 116.
88 HOLTZMAN, supra note 61, at 116.
90 Id.
information with third parties. The proposed bill was supported by big technology companies such as Hewlett-Packard Co., Microsoft Corp., and Intel Corp.

In detail, the proposed legislation by McCain and Kerry establishes guidelines for the “protection of personal data under the aegis of the Federal Trade Commission.” The bill was introduced to provide protection to consumers’ personal data which does not currently exist under federal laws. The proposal has a lot of cross over with the European Directive on Data Protection. For example, it requires covered entities to impose security measures to protect consumer information. Additionally, the legislation requires that companies inform consumers about how data is collected, used, and stored in clear and precise terms. This requirement will facilitate understanding and aide consumers in determining whether to conduct business with a certain company. Similar to European legislation, the data collected by these firms will be available to the consumer so that corrections can be made. The legislation permits companies to collect data but the covered entities will only be able to collect as much data as necessary to fulfill its services. Perhaps the most noted requirement of the bill is the “opt-out” option, which would allow consumers and users to opt-out of any information collection.

Senators are not the only government officials who seek change to consumer privacy.

The White House and the U.S. Department of Commerce support efforts to protect consumers’ information.\textsuperscript{100} The White House has stated that it “wants Congress to enact privacy legislation but is going to move forward with businesses and regulators to get the ball rolling even without congressional action.”\textsuperscript{101} Establishing universal guidelines for consumer protection is not an easy task due to the varying interests involved. For instance, there is disagreement among government officials and private industry groups as to proposals for “do not track” provisions, such as the “opt-out” option in the Commercial Privacy Bill of Rights Act of 2011.\textsuperscript{102} This disagreement centers on the definition of what “do not track” should mean and also on finding an adequate balance between the interest of companies to collect data and the protection of consumer information.\textsuperscript{103}

IV. Conclusion

Advancements in mobile technology have enabled individuals to communicate and transfer information faster than ever before. The various ways in which consumers use their smartphones creates data that can be susceptible to privacy breaches. These privacy breaches can occur due to hacking by other individuals, through malware embedment, or through the collection and transfer of personally identifiable and consumer information to third parties. Although consumers may be able to protect themselves through self-implemented steps and criminal laws which prosecute hackers and intruders, more needs to be done to protect consumers from data collection. As stated, other countries have taken steps to secure consumer information privacy for their citizens. There are multiple ways that American consumer privacy could be protected. First, making clear and concise privacy policies mandatory for companies

\begin{flushright}
\begin{footnotesize}
\footnotemark[101]
101 Id.
\footnotemark[102]
102 Id.
\footnotemark[103]
\end{footnotesize}
\end{flushright}
that provide apps would fully inform the consumer of exactly what the app is capable of doing. This would allow a consumer to make an informed decision as to whether he or she wants to give the app access to personally identifiable information and consumer data. In addition to this, legislative officials should strive to pass legislation that echoes the European Directive on Data Protection. Such legislation should allow a company to collect necessary data without intruding into data that is unnecessary to fulfill their company’s mission. While American smartphone users enjoy the advancements of mobile technology, this enjoyment should not come at the expense of potential privacy breaches.